
January 2021

Get More Free Tips, Tools and Services At: www.computer-service.com
(314) 432-1661 (MO) or (618) 346-8324 (IL)

This monthly 
publication 

provided courtesy 
of  Ryan Haislar, 

President of  
Computerease.

“As a business owner, you don’t have 
time to waste on technical and opera-
tional issues. That’s where we shine! 
Call us and put an end to your IT 

problems finally and forever!”

Small Changes
   January is a time for setting new 
goals and starting new habits (or 
breaking old habits). Last year, every-
one was very optimistic about having a 
great 2020. Then, things changed 
drastically. We are still in the middle of  
the pandemic, but there’s hope with 
the new vaccine.

   It’s important to still set goals and 
work on improving your business and 
personal life even during these unpre-
dictable times. I recently read Mike 
Cleary’s book Atomic Habits which 
shares the compound effect of  very 
small improvements, when applied 
consistently, create dramatic results.  

   When there’s so much going on in 
the world, small actions and steps are 
manageable and achievable. This 
month’s main article focuses on the 
small changes and improvements you 
can make for your technology that will 
save your time and increase your 
productivity. Every little bit helps!
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New year, new technology! If your  
business is still relying on older and 
aging technology, it’s time to think 
about updating that technology. As it 
ages, the effort to keep it running comes 
with many hidden costs. While it may 
seem financially savvy to keep older 
hardware and software running, you 
may be setting yourself up for major 
costs down the road.  

It’s understandable why many small 
businesses shy away from investing in 
new equipment and software. They do 
the math and see a number that keeps 
rising. While the upfront costs of new 
technology — hardware or software — 
can be high (or higher than you would 
like), you have to consider what you 
would be paying for versus the cost of 
keeping aging technology running. 

Let’s start by looking at some of the 
“hidden” costs that come with using 
older or outdated technology. First, 
consider the cost of productivity.  

The older technology gets, the less 
efficiently it runs. This applies to 
hardware and software. Hardware has 
a tendency to lag, even if it’s well-
maintained. Devices simply wear out 
with use. This cannot be avoided. But 
the productivity issues that come with 
aging hardware only get worse when 
you bring aging software into the mix. 
Over time, you will start to lose support 
from developers, and this comes with 
all sorts of problems. Here are three 
examples. 

Loss Of Integration Older apps lose 
stable integration with companion 
apps. At one point, your CRM software 
may have worked perfectly with your 
billing software. As developers focus on 
newer versions of their apps, they stop 
updating past versions. The end result 
is more hiccups or errors. You risk 
losing data.  

Loss Of Compatibility Older apps 
aren’t always compatible with newer 
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open an attached file, which is likely malware or 
ransomware. A third e-mail scam is directing people to a 
phishing website, which is a website that scammers have 
designed to look like popular websites in order to get login 
information to hack accounts. All it takes is a single click 
from any employee to let the bad guys into your business.  

2. THEY ATTACK YOUR NETWORK DIRECTLY.  
Some hackers aren’t afraid of forced entry. Hackers and 
cybercriminals have access to black market tools and 
software that helps them get into networked devices – 
particularly unprotected networked devices.  

For example, if you have a PC that’s connected to the 
Internet and your network doesn’t use any firewalls, data 
encryption or other network protection software, a hacker 
can break in and steal data from that PC and potentially 
other devices connected to that PC, such as portable hard 
drives. This method of entry isn’t necessarily easy for 
hackers, but the effort can be worth it, especially if they 
can walk away with sensitive financial information.  

3. THEY HOLD YOUR DATA HOSTAGE.  
Hackers are relying on ransomware more and more to get 

what they want. Hackers rely on e-mail, executable files 
and fraudulent web ads (such as banner ads and popups) 
to attack networks with ransomware. It goes back to the 
first point. All it takes is someone clicking a bad link or 
file and the next thing you know, you’re locked out of 
your network.  

This has happened to dozens of businesses and even city 
governments in the last year alone. The thing is that even 
if you pay the ransom, there is no guarantee the hacker 
will restore access. They can take the money and delete 
everything, leaving your business high and dry! This 
destroys businesses! 

All of these points are why you need to take a hard look 
at IT security solutions and use them. For instance, if you 
had all of your data securely backed up to the cloud and a 
hacker came in and tried to hold your data hostage, you 
wouldn’t have to worry. They don’t really have your 
data. You can tell them “no,” then all you’d have to do is 
work with an IT team to get your network back up and 
running while scrubbing it of any malware or 
ransomware. Then, it would be a simple matter of 
restoring data from the cloud. Sure, you might be out of 
commission for a day or two, but in the grand scheme of 
things, it’s much better than losing your business to these 
jokers.  

Hackers are just looking for easy targets and, sadly, a lot 
of small businesses fit the bill. Just because you haven’t 
had any major problems yet doesn’t mean you won’t in 
the future. The threats are out there and they’re not 
going to go away. Invest in security, partner with an IT 
security firm and protect yourself. This is one investment 
that is truly worth it! 

Continued from pg.1 

“Hackers are just 
looking for easy 
targets and, sadly, a lot 
of small businesses fit 
the bill.” 

Free Report Download:  
The Business Owner’s Guide To IT Support Services And Fees 

You’ll learn: 

 The three most common ways IT companies charge for their services and the pros and cons of each approach. 

 A common billing model that puts ALL THE RISK on you, the customer, when buying IT services; you’ll learn what it is 
and why you need to avoid agreeing to it. 

 Exclusions, hidden fees and other “gotcha” clauses IT companies put in their contracts that you DON’T want to agree to. 

 How to make sure you know exactly what you’re getting to avoid disappointment, frustration and added costs later on 
that you didn’t anticipate. 

Claim your FREE copy today at  
www.URL.com/ITbuyersguide 

Download Your FREE Copy Today At: 
www.computer-service.com/ITbestvalue

Technology Times January 2021 

Get More Free Tips, Tools and Services At Our Website:  <<Insert URL Here>> 
(XXX) XXX-XXXX 

apps. What should you do when still using an old software 
and your vendors or customers use the up-to-date version? 
It can result in a lot of aggravation on everyone’s part, and 
you can end up losing customers. One Microsoft survey 
showed a vast majority of consumers – 91% – would walk 
away from a business if that business were using older 
technology.  

Loss Of Time And Money Factoring in slow equipment 
and a loss of integration and compatibility, aging tech 
makes it harder for your team to do their jobs. A recent 
study by Currys PC World found that employees lose an 
average of 46 minutes every day due to aging technology. 
That adds up to about 24 days per year and an average loss 
of about $3,500 per employee – though that number can 
vary wildly from industry to industry. You can be sure the 
cost in time and money has a ripple effect throughout the 
entire business.  

While productivity takes a hit, there’s another major issue 
that comes up when your business relies on aging 
technology: security.  

As your tech ages, and as developers end support, this 
means you’ll see fewer security patches. Eventually, there 
will be zero security patches, leaving you vulnerable. 
Developers may stop supporting older products, but 
hackers and cybercriminals will keep on trying to break 

into those products. They know small businesses tend to 
update their systems at a slower pace, and this gives 
criminals an advantage. 

If you get caught using outdated software and a hacker is 
able to break into your network, the costs associated with 
this kind of a data breach can put a business under. It’s 
devastating. The problem is made worse if you had 
limited IT security in place (or none at all) and weren’t 
backing up your data. It’s like handing your business 
over to the criminals! The importance of IT security 
cannot be overstated, and if you are working on older 
computers with outdated software, risks are greater.  

So, What Can You Do? As we said before, many small 
businesses assume that keeping their technology up-to-
date is cost prohibitive. They don’t want to deal with the 
upfront cost that comes with investing in new hardware 
and software. While it can be costly, depending on your 
needs, there are ways to mitigate those costs.  

One great example is through a Hardware-as-a-Service 
(HaaS) and Software-as-a-Service (SaaS) company or 
program. These allow small businesses to stay current 
without having to drop a tidy sum in order to make it all 
happen. These services are often offered through managed 
service providers (MSPs) that are dedicated to helping 
small businesses with all of their IT needs, including 
keeping their technology updated and their network 
secure from outside intruders.  

When you factor in the loss of productivity (and the 
frustration that comes with that) along with the costs that 
come with data breaches, malware infections or cyber-
attacks, it can easily be worth it to kick your old tech to 
the curb and embrace the new!  

“One Microsoft survey showed a 
vast majority of consumers — 91% 
— would walk away from a 
business if that business were 
using older technology.” 
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Shiny New Gadget 
Of The Month: 

Client Spotlight: ABC Insurance 
<<Insert story about this client and what you did for them: If you are looking for a company to take 
the headache out of your insurance needs and save you a bundle too, look no more! We were 
recently introduced to this company through a mutual client, Bob Smith of XYZ Corp. The company 
was having some problems with its network that we fixed immediately.>> Would you like your 
company highlighted here in our “Client Spotlight”? Then give us a call today at XXX-XXX-XXXX. 

NexOptic DoubleTake 
Binoculars 

You might not realize, but 
binocular technology has come a 
long way in the past 10 years. It’s 
all thanks to advances in other 
areas of technology, including high
-resolution cameras and high-
resolution displays. Bring these 
technologies together along with 
some serious image processing, 
and you are left with NexOptic’s 
DoubleTake Binoculars!  

This pair of binocs is slightly 
smaller than a good pair of 
traditional lenses, but it comes with 
so much more, including a 12-
megapixel sensor capable of 
shooting 4K video. It’s GPS and 
WiFi enabled and has a Micro SD 
card port so you can easily save 
your photos and video. It’s like a 
supercharged camera, but it has 
something your average phone 
camera does not: 10X digital zoom. 
It’s great for travel or hobbies like 
birdwatching. Learn more at 
NexOptic.com/doubletake 

Andy Bailey is the founder, CEO and lead business coach at Petra, an organization 
dedicated to helping business owners across the world achieve levels of success they 
never thought possible. With personal experience founding an Inc. 500 multimillion
-dollar company that he then sold and exited, Bailey founded Petra to pass on the 
principles and practices he learned along the way. As his clients can attest, he can 
cut through organizational b.s. faster than a hot knife through butter. 

Face it, there will never be enough hours in the day 
to accomplish everything you need to do. But, if 
you methodically review how you spend your days 
and instill focus and discipline while completing 
daily priorities, you will soon find more time to 
work on the long-term success of your business. 
Here are six ways to do it. 

1. Conduct A Time Audit. 

Sit down and review three months of activity. The 
data from the analysis will show where you spent 
your time (which projects, tasks and priorities 
demanded your attention) and with whom you 
collaborated to get the work done. The audit will 
also shed light on areas where you were distracted, 
where you were the most productive and which 
tasks/projects took more (or less) time than 
anticipated. 

2. Eliminate Time Drains. 

These are the kinds of things that sneak up on you 
and steal time that can be put to better use growing 
your business. Look for these time drains: not 
delegating tasks, not managing meetings efficiently 
(tip: always have an agenda!) and spending too 
much time writing/responding to e-mails. If you’ve 
done your job as a leader, members of your team 
can handle a majority of meetings and e-mails. You 
hired great people. Now let them do their jobs. 

3. Take Control Of Your Calendar. 

Remember, you drive your schedule; don’t let others 
drive it. Block time throughout your day and guard 
against changing your schedule to work on tasks 
that are not important or urgent. The way you 
allocate your time has a direct correlation to your 
effectiveness as a leader and, ultimately, the 
performance of your business. Prudent calendar 

management will also send a strong signal to 
your team that you should take this seriously. 

4. Plan Your Day. 

When you know your priorities for the day, 
you will be better prepared to reset your work 
schedule if the unexpected comes your way. 
Once your schedule is set, block off chunks of 
time to work on your priorities. I recommend 
90-minute blocks so you can concentrate on big
-picture items or work on a group of related 
tasks. Stay disciplined and don’t allow yourself 
to go over that allotted time. 

5. Limit Interruptions. 

Now comes the hard part. Once you start working 
on each priority, you need to remain focused. 
Close the door and don’t answer the phone unless 
it’s a critical issue. Avoid checking your e-mail. 
Don’t let distractions slow you down. 

6. Hold Yourself Accountable. 

Share your tasks, priorities and deadlines with a 
colleague. Meet with that person at least 
monthly to review how well you managed your 
time. The probability of success increases when 
you have someone watching your progress and 
coaching you until you the cross the finish line. 

6 Time Management Tips For 
The Busy Entrepreneur 
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Client Spotlight 
Client Spotlight text article. 

Robert Stevenson is one of the most widely recognized professional 
speakers in the world. Author of the books How To Soar Like An 
Eagle In A World Full Of Turkeys and 52 Essential Habits 
For Success, he’s shared the podium with esteemed figures from 
across the country, including former President George H.W. 
Bush, former Secretary of State Colin Powell, Tony Robbins, Tom 
Peters and Stephen Covey.  

Some of the biggest challenges with 
companies today are “RECURRING 
PROBLEMS.” I’m talking about situations, 
hassles and mistakes that happen over and 
over again and never get resolved. These 
occurrences are worse when they happen to 
customers because if they happen too often, 
customers will quit doing business with you. 
Consider what RECURRING PROBLEMS 
do to employees – frustration sets in, morale 
plummets and so do productivity and 
profits. 

I heard it once stated that recurring 
problems eat up more than 40% of the 
average productivity of a company. That 
may seem a bit high to you, but consider 
the fact that rarely is a problem just one 
person’s problem. The employee who 
discovers the problem will most likely get 
others involved in dealing with it. What 
they were originally doing will come to a 
halt, causing that productivity to be lost 
while a remedy is figured out. 

To make this an even bigger problem, 
according to estimates based on a recent 
University of California Irvine study, 
refocusing your efforts after just one 
interruption can take up to 23 minutes. So, 
every time you come up with a quick fix, 
you are adding an additional 23 minutes of 
lost productivity with every occurrence. 

Time, which is money, is a precious 
commodity that we can’t afford to waste. It 
is imperative to gather data on problems 
that are RECURRING and hassling 
employees and customers so you can 
address them. You want a process to be 
hassle-free, so get your employees involved 
in identifying recurring problems. Your 

employees are closest to the problem 
and can give you valuable insight into 
what is really going on. In turn, this will 
reduce costs, increase profits, and 
improve efficiency across the board.  

The Ritz Carlton Hotels requires 
employees to log all incidences of 
customer or employee problems or 
concerns and turn them in daily. This 
information helps them make 
improvements that will save them time 
and money, improve working 
conditions and morale and increase 
customer satisfaction. A problem 
identified is a blessing because you 
can’t fix what you don’t know to be 
wrong. No company wants frustrated 
employees or customers, and a 40% loss 
in productivity is a scary statistic that 
needs to be addressed. 

But understand this: do not start this 
process if you have no intention of 
following through on correcting the 
recurring problems. Be responsive to the 
issue identified and fix it. Eliminate 
RECURRING PROBLEMS and watch 
your morale go up, efficiencies improve, 
complaints go down and profits soar. 

Stop Recurring Problems  
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     A Scary New Threat To Your 
Network’s Security 
 
More people are working remotely 
than ever before. Many businesses 
had to make a huge shift in 2020. 
At the same time, cybercriminals 
used the shift to attack as many 
people as possible. They knew that 
with more people working at 
home, there would be a window 
when cyber security wasn’t a 
priority – and they were right. 
 
Because businesses had their 
hands full getting their teams set 
up for remote work, IT security 
slipped through the cracks. 
Cybercriminals used their greatest 
tool to their advantage. That tool? 
Human error. Hackers sent out 
phishing emails and attacks at an 
unprecedented rate. Infosecurity 
Magazine reports that phishing 
attacks increased upwards of 
30,000% over the last year!  
 
This highlights the need for strong 
IT security for the remote 
workforce. Remote workers must 

be trained up on the latest 
cyberthreats, especially phishing 
scams. They also need serious 
endpoint security on their at-home 
devices (such as antivirus software 
and other malware protection). If 
you need them to access your 
network, security MUST be in 
place, and that includes the use of 
a VPN. usecure, Oct. 8, 2020 
 
     The Very First Thing You 
Must Do This Year 
 
Before you turn your attention to 
the big goals you’ve set for your 
business in 2021, there’s one very 
important thing you need to do 
ASAP: a cyber security audit. You 
need to know where you and your 
business stand against today’s 
many cyberthreats. An IT security 
assessment will tell you how 
capable you are of withstanding or 
blocking data breaches, malware 
infections and much more. When 
you know where the gaps are, you 
can fill them, giving your business 
the edge in 2021.  
 

     Is Reading On Your 
Resolution List? See Unexpected 
Reads From The Top CEO’s In 
2020 
 
If it’s time for a new reading list, 
look no further than some of the 
top reads from 2020, as picked by 
CEOs. Here are a few of their 
picks according to the online 
library, Perlego.  
 
 The (Honest) Truth About 

Dishonesty: How We Lie To 
Everyone — Especially Ourselves 
by Dan Ariely: This is a book 
about cheating. Why do people 
do it? Does it have a purpose? 
 

 How To Make Anyone Like You: 
Proven Ways To Become A People 
Magnet by Leil Lownde: This is 
a book with a self-explanatory 
title. The author walks readers 
through ways to get people on 
your side and how to better 
interact with others.  
 

 Great Speeches Of The 20th 
Century by Bob Blaisdell: If you 
want to be inspired, look no 
further. This is a collection of 
speeches that captivated 
audiences at the time and in 
years following.  
 

 The Shallows: How The Internet 
Is Changing The Way We Think, 
Read And Remember by 
Nicholas Carr: This book is a 
thoughtful look into current 
technologies and how they 
shape the way we think, form 
relationships and interact with 
the world. Business Insider, Sept. 
1, 2020 
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